
 
 
 
 

Infrastructure Security Awareness Program 
 
 
 
The Statewide Terrorism & Intelligence Center (STIC) serves the criminal justice and 
corporate security communities as a centralized repository for the collection, analysis, 
and dissemination of homeland security information.  One of the goals of STIC is to 
promote strong working relationships between the private and public security sectors.  
The Infrastructure Security Awareness (ISA) program was initiated in September 2004, 
and was designed to share critical non-law enforcement information in a timely manner 
with corporate security executives, as well as provide a forum for information exchange 
among private security professionals.  Confidential and sensitive information will not be 
available.   
 
STIC has recently partnered with the Department of Homeland Security to improve the 
delivery of information to our private security partners through an internet portal.  Access 
will only be granted to those individuals who have a need to know or use the information 
contained on the ISA internet portal.  The intent of this program is to provide information 
to security officials involved in the protection of critical assets.  Security Directors, 
Managers, and supervisors involved in the OPERATIONS of critical infrastructures or 
other commercial business in Illinois should participate in this program.  Those involved 
in consulting, sales, or the installation of security products (CCTV, Access Control, etc.) 
must submit a comprehensive memorandum explaining how information provided to or 
received from STIC, will be used by the company. 
 
Participant access will be enabled by STIC following the validation of the information 
provided in the application.  Personal information provided to STIC will be used solely 
for the purpose of individual identification to meet internal security requirements.  The 
ISA Advisory Committee, comprised of individuals from the private sector community, 
retains the sole discretion of accepting or rejecting an application.  There is no fee to 
participate in this important information sharing forum.    



Infrastructure Security Awareness Program 
Private Sector Application  

 
 

 
The _______________________________ requests access to Infrastructure Security  
  (Company/Agency) 
Awareness (ISA), a program of the Statewide Terrorism & Intelligence Center (STIC)  
under the following conditions and restrictions: 
 
1. Check one of the following: 
_____ The Company/Agency is licensed by the State of Illinois (Division of Professional 
Regulations) as a Professional Group. 
License No(s.)____________________________________________________________ 
 
_____ The Company/Agency is registered with the Illinois Secretary of State as an 
Illinois Corporation (Provide copy of Domestic or Foreign Incorporation certificate) 
 
_____ The Company/Agency is a unit of local government (Sanitation District, School 
District, Forest Preserve or Park District, etc.) 
 
_____Other (please define)  
 
2. The applying Company/Agency understands that information received from the STIC 
will be disseminated ONLY to Company/Agency employees and will not be 
disseminated to any outside Company/ Agency without prior, written permission of the 
STIC. 
 
3.  The applicant is responsible for the security function of the company/agency.  
Additional applicants from the company/agency may apply, but only with written 
permission from the security director/manager which must be attached to this application. 
 
 
 
 
 
The ISA Advisory Committee will review all applications and supporting documents. 
The ISA Advisory Committee retains the sole discretion of accepting or rejecting an 
application. 
 

      



 Infrastructure Security Awareness Program 
Private Sector Application (cont’d) 

 
 

Applicant Information 
 
 
Company/Agency:________________________________________________________ 
 
Corporate/Business Address:________________________________________________ 
________________________________________________________________________ 
 
 
 
Name and Title: __________________________________________________________ 
 
DOB:____________  SSN:_____________ 
 
Residence (Street Address, City, State):________________________________________ 
 
Signature: _______________________________________________________________ 
Office Telephone: _________________________ Office Fax: _____________________ 
E-mail Address: __________________________________________________________ 
Preferred Method of Contact:________________________________________________ 
 
 
 
Federal Clearance Level:___________________________________________________ 
Agency/Division Holding Clearance:_________________________________________ 
 
 
Security Director/Manager: _________________________________________________ 
Office Telephone: ________________________________________________________ 
Signature: _______________________________________________________________ 
 
 
Send completed application to:  
Mail - STIC, 2200 S. Dirksen Parkway, Suite 238, Springfield, IL  62703 
Fax - 217-558-7152  E-Mail – isa@isp.state.il.us 


